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Conducting an Effective Internal Investigation —  
An Overview 

With developments in the investigations field, including the ongoing expansion of this field 

internationally, companies face an unprecedented level of scrutiny from outside parties, 

including government agencies, and are increasingly seeing the benefits of getting to the 

bottom of allegations of corporate misconduct. Indeed, the stakes in both internal and 

government investigations are often enormously high, particularly when high-level cor-

porate personnel or significant business operations are involved. As such, it is essential 

for companies and their counsel to understand how to conduct effective investigations in 

accordance with sound practices and governing legal principles. This White Paper is the 

first in a series of Jones Day articles that will provide “soup to nuts” coverage of corporate 

internal investigations. In this initial White Paper, we provide an overview of key investiga-

tions topics that we will discuss in more detail throughout the series.
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INTRODUCTION

Now more than ever, it is important for companies and their 

counsel, regardless of prior investigations experience, to have 

at least a baseline understanding of sound investigations 

practices and relevant legal principles. With both internal and 

government investigations, the stakes are often enormously 

high. Companies can be sent reeling by serious allegations 

of misconduct from within, particularly when high-level corpo-

rate personnel or significant business operations are involved. 

And the external threats to a company arising out of major 

misconduct allegations—such as the prospect of govern-

ment enforcement actions—are typically no less daunting 

and sometimes even threaten the company’s viability. In either 

circumstance, companies are well-served by promptly getting 

to the bottom of the allegations, assessing the legal and busi-

ness significance of the facts discovered, and ultimately mak-

ing informed judgments on the best course of action among 

the available options. An internal investigation, done properly, 

is the means to achieve these critical objectives.

In the United States, government agencies that monitor cor-

porate conduct and demand or exact hefty fines and other 

penalties in connection with enforcement actions include 

the U.S. Department of Justice (“DOJ”), the U.S. Securities 

& Exchange Commission (“SEC”), the Commodity Futures 

Trading Commission (“CFTC”), and state attorneys general. As 

recently as September 2022, DOJ announced new changes to 

corporate criminal enforcement policies, reflecting the Biden 

administration’s stated goal of prioritizing white-collar criminal 

enforcement against companies and individuals.1 Regulators 

and enforcement officials in other countries are increasingly 

getting into the corporate enforcement game, bolstered by 

strengthened legal authority, local political dynamics, victo-

ries and resulting financial bounties in particular cases, and 

the exchange of investigative information with counterparts 

in other jurisdictions. Indeed, government investigations into 

cross-border conduct increasingly involve cooperation and 

even joint investigative efforts among the interested jurisdic-

tions, or simply parallel investigations and enforcement pro-

ceedings in domestic jurisdictions. Adding yet another layer 

of complexity and potential risk to corporate entities is the 

emerging industry of whistleblower law firms that actively 

recruit clients and alert various authorities to alleged corpo-

rate wrongdoing in the hope of securing monetary awards 

under whistleblower reward programs. 

The upshot is that throughout the world, corporations as well 

as their directors, officers, employees, and agents are being 

watched more closely than they have ever been by govern-

ment agencies and the full range of corporate stakeholders 

and other interested parties (e.g., shareholders and other pro-

spective civil litigants, the media, customers, and consumer 

groups, etc.). Corporations must pay increasingly close atten-

tion to conduct on the part of their employees and agents 

that can expose the entities to legal, financial, and reputa-

tional harm. Indeed, the rise in corporate enforcement activ-

ity is being met by a heightened awareness on the part of 

companies of the benefits of effective self-policing, not just as 

an important end in itself, but also as a means of mitigating 

a company’s exposure in the event of a government investi-

gation or enforcement action. While companies can be chal-

lenged in ensuring that employees and agents at all times act 

in accordance with the requirements of law and internal poli-

cies, what they can control is the design, implementation, and 

operation of their corporate ethics and compliance programs. 

Central to any well-functioning corporate ethics and compli-

ance program are well-considered and followed policies, pro-

cedures, and practices for initiating, conducting, concluding, 

and addressing the findings of internal investigations, and for 

appropriately responding to government investigations. Again, 

in this regard, the internal investigation is an essential tool that 

importantly identifies facts that may present past and cur-

rent compliance risks, enables informed judgments as to any 

appropriate remedial action (e.g., personnel action, enhance-

ments to relevant internal controls, and employee training), 

and places the company in a better position to address any 

government investigation or private litigation that might arise 

from the underlying conduct.
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For any particular internal investigation to serve its purposes, 

it must be planned and executed with the utmost thoughtful-

ness and skill, and pitfalls must be avoided. There is no room 

for “winging it” when it comes to investigating alleged corpo-

rate misconduct; to the contrary, the field of internal investi-

gations has undeniably matured to the point where there are 

certain established practices and conventions that should 

not be avoided without proper justification. If these conven-

tions are not followed, this could cast doubt on the investi-

gation’s credibility and the corporate entity’s good faith. And 

yet, internal investigations remain both science and art, and 

all investigations involve measures of both formal technical 

practice and the exercise of substantial professional judgment 

and discretion.

WHY CONDUCT AN INTERNAL INVESTIGATION?

Well-executed internal investigations can benefit a company 

in a number of respects, including by: 

• • Revealing the Facts. The principal goal of any corporate 

internal investigation is to identify the facts relating to the 

matter under investigation—typically, the who, what, where, 

when, and why as to something that happened (or did 

not happen).

• • Identifying and Analyzing Compliance Issues. The collec-

tion of relevant facts, viewed in light of applicable laws and 

corporate policies, in turn, permits an informed assessment 

of the source(s) and reason(s) for any wrongdoing, the legal 

implications of the conduct, and the potential options for 

remediating the conduct. 

• • Improving Compliance. Internal investigations regularly 

result in the identification of remedial measures to address 

any specific wrongdoing and to improve the corporate com-

pliance program more broadly. In addition, while much about 

internal investigations should typically be kept confidential 

and shared with corporate personnel only on a “need to 

know” basis, the mere existence of an investigation itself is 

an indication of the company’s commitment to compliance 

and can serve as a strong deterrent to unethical conduct.

• • Managing Whistleblower Concerns. Whistleblowers who 

report suspected misconduct to the companies involved 

(as opposed to bypassing the companies and making their 

allegations to government authorities in the first instance) 

are often genuinely interested in seeing that the companies 

appropriately address the allegations.2 When warranted, 

launching an internal investigation is often key to respond-

ing to a whistleblower allegation and can help assure the 

whistleblower that the company takes the matter seriously 

and is committed to addressing the matter free of any gov-

ernment involvement.3

• • Mitigating Risk in Connection with Government 

Investigations. Promptly and thoroughly investigating alle-

gations of corporate misconduct can position the company 

to effectively respond to any ongoing or later investigative 

inquiry from government agencies. While regulators that 

become aware of such allegations may not respond with 

a full-scale investigation of their own, a company should, 

at a minimum, be prepared to explain how it responded 

to the allegations. When making a charging decision or 

reaching a resolution with companies relating to alleged 

corporate misconduct, DOJ, SEC, and/or other government 

authorities may consider whether the company conducted 

an effective internal investigation into the allegations and 

any resulting remediation.4

Ultimately, conducting robust internal investigations is about 

fostering a strong culture of compliance and reducing corpo-

rate risk. Whether the results of the investigation are shared 

with regulators through self-disclosure or they are otherwise 

aware of the allegations, if not investigating in parallel, adher-

ing to best practices for investigating and remediating miscon-

duct reduces improper conduct among corporate personnel 

and places the company in a better position vis-à-vis govern-

ment agencies and potential private litigants.
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WHEN TO INVESTIGATE

An internal investigation can be prompted by many events and 

sources, including:

• • Written or oral whistleblower communications, or other 

reporting from current or former employees or other parties;

• • Communications from law firms on behalf of purported 

whistleblowers;

• • Allegations of misconduct from competitors, suppliers, or 

others in the industry;

• • Complaints made to HR, Legal, Compliance, or other inter-

nal departments;

• • Audit findings;

• • Media reports containing misconduct allegations;

• • Government subpoenas or other requests for documents 

and interviews;

• • Other indicia of law enforcement activity (e.g., formal 

charges or “dawn raids”).

Regardless of how allegations of corporate misconduct come 

to light, they should always receive the attention and treatment 

they are due in accordance with rational fact- and risk-assess-

ment principles. Generally, full-fledged internal investigations 

are most advisable with respect to allegations of greater 

apparent seriousness and credibility. In this context, serious-

ness may be a function of, among other things, the person(s) 

implicated, the nature and extent of the alleged misconduct, 

and the potential legal exposure for the company. Credibility 

may be assessed based on the specificity and the demonstra-

ble accuracy or inaccuracy of the information provided, and 

the existence or lack of any corroborating evidence.

When allegations warrant an internal investigation, it is usu-

ally advisable to involve Legal, Compliance, or investigation 

counsel within the company at the outset. Any personnel who 

themselves are or could be implicated in the conduct under 

investigation should not be involved. Companies routinely 

engage outside counsel to conduct and advise on internal 

investigations when, for example, such counsel have special 

experience or expertise; the allegations are serious in scope 

and severity (e.g., bribery, misrepresentations in public disclo-

sures or financial reporting, large-scale fraud or embezzle-

ment, misconduct by senior executives); the location or nature 

of the matter calls for heightened independence on the part 

of the lead investigators or heightened protection under an 

applicable privilege (e.g., attorney-client privilege); capacity 

constraints prevent an entirely in-house approach to the inves-

tigation; or a parallel government investigation is ongoing or 

expected. A robust, counsel-led investigation may be unnec-

essary if the allegations clearly lack credibility, can easily be 

disproven, or relate to workplace conditions or practices that 

do not rise to the level of violations of law or company policies 

(e.g., complaints about managers or coworkers that are appro-

priately managed by Human Resources).

COMPONENTS OF EFFECTIVE INTERNAL 
INVESTIGATIONS

In the White Papers that follow, we will address some of the 

key aspects of “effective” corporate internal investigations, 

while recognizing that the approach to any given investigation 

is highly fact- and circumstance-dependent. Broadly speak-

ing, effective investigations conform to established sound 

practices, comply with applicable laws, and are designed to 

uncover the relevant facts. The following provides an overview 

of the components to an investigation that companies should 

typically consider in assessing the best approach to take.

THE PROPER INVESTIGATIVE TEAM

When the allegations are particularly serious—e.g., potential 

bribery, corruption, fraud, or a long-standing course of prob-

lematic conduct—or where there is a likelihood of a govern-

ment inquiry, companies typically engage outside counsel to 

investigate in coordination with in-house counsel. 

Among the benefits to using outside counsel, the most promi-

nent is usually enhanced independence. Outside counsel is 
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typically regarded as sufficiently independent from the com-

pany so that internal stakeholders and authorities can have 

faith in the credibility and integrity of the investigation. In some 

situations, such as when the alleged misconduct implicates 

senior management or the company’s public disclosures, 

independent counsel is necessary. Many white-collar lawyers 

also have experience and rapport with the relevant regulators, 

which can help streamline coordinating with a parallel govern-

ment investigation.

In situations in which outside counsel is involved, it is often 

advisable to designate an in-house attorney to lead or jointly 

lead the internal investigation effort alongside outside counsel. 

The in-house counsel usually understands the business and its 

compliance program, data systems, and history of allegations. 

They may also have an established, trusted relationship with 

employee witnesses that can assist in encouraging candor in 

the formal interview setting. 

Additionally, companies are often faced with decisions about 

who should oversee the investigation process. Companies 

may select a committee of independent directors of the 

board—such as an audit or special committee—to receive 

periodic updates of ongoing investigations and oversee 

larger matters with higher risk. When an internal investigation 

focuses on conduct that potentially implicates corporate man-

agement, it is especially important that the investigating attor-

neys and committee overseeing the investigation be viewed 

as independent.

MAINTAINING PRIVILEGE

In most cases, it will be preferable for in-house or outside 

counsel to lead—and actively participate in—the investiga-

tion, as it will have a substantial impact on whether documents 

created during the investigation are protected from disclosure 

to adversaries by the attorney-client privilege and work prod-

uct doctrine. While third parties and regulators might seek 

privileged documents and communications created during 

an investigation, taking early steps to maintain the protection 

creates, at minimum, an initial barrier to disclosure to enable 

the company to investigate the relevant conduct with limited 

concern that interview memoranda and other materials will be 

immediately discoverable.

Beyond having in-house or outside counsel function as the 

primary investigator, there are additional steps a company 

should take to strengthen confidentiality protection. They 

include documenting the purpose of the investigation as pro-

viding legal advice and emphasizing confidentiality to any 

employees aware of the investigation. In addition, counsel 

should retain any outside consultants or experts necessary to 

the investigation or should otherwise make clear in any reten-

tion agreements that their work is being completed at the 

direction of counsel to assist in providing the company with 

legal advice. When counsel takes an active role in the inves-

tigation, all relevant documents, communications, and work 

product should be clearly labeled as privileged and confiden-

tial throughout the investigation and should be closely main-

tained by the investigation working group to reduce the risk 

of further dissemination. When a parallel investigation is being 

conducted by regulators in or outside of the United States, 

careful consideration should be given to any disclosures and 

should account for the risk of potential privilege waivers. In 

cross-border matters, counsel should consider the privilege 

laws in all relevant jurisdictions.

KEY INVESTIGATIVE STEPS

Preparing a Reasonable Work Plan.

Once the company determines who will lead and oversee an 

investigation and how confidentiality will be maximized, it is 

helpful to develop a detailed work plan to guide the work of the 

investigation team. Typically, a work plan should, at a minimum:

• • Identify the objective and scope of the review and the 

issues to be considered; 

• • Identify the anticipated data and documents to be reviewed 

and the witnesses to be interviewed; and



6
Jones Day White Paper

• • Address the interim and possible final reporting that 

is expected, even if the form of any final report is not 

yet certain. 

Ideally, a work plan will both comprehensively address the 

issues that require attention in the investigation and leave flex-

ibility for any new or unexpected facts that may arise through-

out the course of the review.

Developing a Reasonable Budget. 

The cost of any internal investigation will largely hinge on the 

nature of the allegations and the effort necessary to complete 

investigative steps. When developing a proposed budget, 

counsel should consider all anticipated tasks, including:

• • The number of data custodians and the number of likely 

witnesses to be interviewed (understanding that both often 

expand during the course of the investigation);

• • The magnitude of the data collection effort;

• • Any processing and storage fees for data vendors;

• • Document review costs; 

• • The time associated with the preparation of investigative 

materials and coordination among investigation team mem-

bers and client counterparts; 

• • Any need for subject matter experts (e.g., forensic accoun-

tants, computer forensic experts, etc.); and

• • Reporting expectations to the board, regulators, or other 

stakeholders. 

Additionally, the budget should account for the costs of identi-

fying and implementing remedial measures related to any cor-

porate misconduct. In cross-border investigations, companies 

and their counsel may also need to consider the involvement 

of local counsel to assist as necessary (e.g., analysis of in-

country labor, data privacy, or other laws).

Preserving Potentially Relevant Evidence. 

With any investigation, immediate steps should be taken to 

preserve any potentially relevant documents and data to 

protect against possible inadvertent or intentional evidence 

destruction. Companies should suspend regular document 

deletion for any individuals who may have relevant data and 

should take all necessary steps to maintain existing data from 

those individuals. Once all back-end steps are taken to ensure 

preservation of data and relevant employees become aware 

of the investigation through interviews or device collection, 

the company should issue legal holds to those employees. 

The hold should direct them to maintain all potentially relevant 

documents in their possession, including hard-copy docu-

ments and relevant mobile device data. 

As new relevant custodians are identified during the investiga-

tion, their data should be preserved as well. Custodian docu-

ments, including hard-copy and electronic files (e.g., emails, 

instant messages, calendar invitations, text messages, and 

other electronic data), must be retained for the entire dura-

tion of the investigation. Taking a conservative approach will 

reduce risk. Companies should maintain all data available for 

as many custodians as may be involved in the conduct. As 

time passes and the investigation proceeds, secrecy is no 

longer guaranteed, and spoliation or destruction of evidence 

becomes a real risk.

Data Collection. 

Once data on company systems has been preserved, the 

investigation team should determine an appropriate method 

for collecting relevant material for review. Many times, com-

panies will engage outside vendors to collect relevant data, 

which helps preserve the chain of custody and the integrity 

of the imaged material. Other data collection—such as imag-

ing business-issued devices—should be considered early but 

may not be executed until the company is ready to disclose to 

witnesses that an investigation is ongoing.

Another White Paper in this series will address the complex 

issue of data privacy and cross-border transfers of data, 

which can be an increasingly difficult issue to navigate at 

the outset of an investigation. The collection and review of 
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company-issued devices and personally owned devices used 

to conduct business can pose serious challenges under data 

privacy laws enacted in many countries following the European 

General Data Protection Regulation, or GDPR, model. Further, 

highly protective local labor laws in some countries may invali-

date employee waivers to data privacy and require notifica-

tion to labor councils of any investigation into conduct of a 

company’s employees. In many cases, these hurdles are not 

insurmountable, but they often require a nuanced approach 

and careful planning, especially in light of DOJ’s expectations 

regarding personal device policies.5 In the case of a paral-

lel or follow-on government investigation, U.S. regulators will 

often expect the company to do all within its power to secure 

relevant data during the course of an investigation despite 

competing foreign restrictions. 

Review of Documents and Evidence. 

If at all possible, the investigative team should review poten-

tially relevant documents before conducting witness inter-

views. This can enable the company to begin to get a sense for 

whether the underlying allegations have merit and the inves-

tigators to better prepare for the interviews. Indeed, showing 

documents to a witness during an interview often substantially 

assists the fact-finding process. A truthful witness who might—

based solely on memory—inadvertently misstate factual infor-

mation contained in documentary evidence can have his or 

her recollection refreshed by that evidence and thus avoid any 

such misstatement. Similarly, a witness who might be inclined 

to provide incorrect or misleading information in response to 

questions unaccompanied by contrary documentary evidence 

is likely to shed (or at least rethink) that inclination when con-

fronted with those contrary documents. 

In some cases—where an investigation is particularly urgent, 

for example—it may be advisable to take steps to preserve 

data quickly, conduct initial scoping interviews, and later con-

duct more in-depth, follow-up interviews after the completion 

of document review. Scoping interviews, which typically involve 

gathering basic information from witnesses about corporate 

personnel, functions, and practices relevant to the allegations 

under review, can allow the investigation team to make ini-

tial assessments about locations and identities of key records 

and witnesses, and to streamline the document collection and 

review and the planning of interviews, accordingly.

Document reviews require highly organized and strategic, 

case-by-case planning. In most investigations involving a 

substantial volume of electronic communications and other 

electronic data, it is helpful to apply a set of carefully crafted 

search terms and a date filter to try to limit the universe of 

documents to review, while reducing, if not entirely eliminating, 

the risk of missing key documents. In other instances, it may 

be more helpful to run a set of very narrow, targeted searches 

across the data set initially to attempt to identify the most 

important documents as quickly as possible, and then to uti-

lize technology-assisted review to locate other key documents 

in the data set. In all cases, it will be helpful to establish a pro-

cess for categorizing and tracking significant documents and 

events as the review proceeds. A well-thought-out document 

coding strategy can assist in this process, as can fact chro-

nologies or significant document charts. 

Witness Interviews. 

Witness interviews are a centerpiece of an effective internal 

investigation, and thus, another White Paper in this series will 

be dedicated to addressing interview best practices. Like 

other phases of an investigation, interviews require careful 

planning, both with respect to the structure and substance of 

each interview, and with respect to the overall interview plan 

and sequencing of interviews. Advance thought should be 

given to the timing, location, and participants for each inter-

view. It is often helpful to have outside counsel conduct the 

interviews, but participation by in-house counsel may help with 

witness comfort and candor in some instances. It is critical that 

at least one participant take detailed notes of the interview.

At the outset of a witness interview in a corporation internal 

investigation, the interviewer must make clear whom he or she 
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represents with a proper Upjohn warning and must ensure the 

witness understands that the privilege covering the interview 

belongs to the company and that the company may decide 

to waive the privilege and share information with third parties. 

The interviewer should be prepared to answer questions from 

witnesses that may arise, including whether a witness needs 

his or her own lawyer and how the information shared with the 

interviewer will be used by the company in the future. 

In most cases, the interviewer or notetaker should reduce the 

notes of the interview into a privileged summary shortly after 

the interview is complete. Cost and time considerations will 

often drive the type of summary prepared by the interview 

team. In many cases, it will be helpful and important to pre-

pare a formal interview memorandum summarizing the discus-

sion, but a simpler bullet-point summary may be appropriate 

sometimes. The summary should provide details as to who 

attended the interview, the instructions given to the witness, 

the witness’s responses to targeted questions about the issues 

at play in the investigation, and any documents shown to the 

witness during the interview. 

Reports and Closing the Investigation. 

As the conclusion of an investigation approaches, the inves-

tigative team should continue to consult with the company 

about the format of any final report. Findings can be set forth 

in a written narrative report, a slide deck, some other summary 

document, or an oral presentation. The nature of the investiga-

tion and the potential for follow-on investigations or litigation 

may drive the company’s decision-making on the format and 

structure of final reporting. Whatever form it takes, the report 

should typically address the issues and allegations involved, 

the company’s investigative process, key findings, and any 

recommended remedial action. If the company intends to 

preserve privilege, distribution of any written report should be 

limited so as to avoid privilege-waiver risk. If necessary, the 

company also should carefully consider the potential pros and 

cons of disclosing the mere existence of any final report. Such 

disclosure is likely to increase pressure and litigation around 

disclosing the final report itself.

TO DISCLOSE OR NOT TO DISCLOSE

Once an internal investigation is complete, the company may 

be in the position of needing to determine whether to dis-

close the investigative results to any number of stakeholders. 

Assuming disclosure is not required under U.S. or other appli-

cable laws, the decision whether to notify the government, 

other third parties, or the public at large of investigative results 

will require a highly nuanced analysis. 

In the case of potentially criminal conduct, additional disclo-

sure guidance may be forthcoming from DOJ. While some 

DOJ components have existing policies that provide signifi-

cant incentives for companies that voluntarily self-disclose 

criminal conduct, Deputy Attorney General Lisa Monaco 

recently issued a Memorandum directing each DOJ compo-

nent that prosecutes corporate crime to adopt and publicly 

share a policy that incentivizes voluntary disclosures. Monaco’s 

Memorandum states, among other things, that these policies 

should require that, absent aggravating factors, DOJ compo-

nents will not seek a guilty plea from a company where the 

company has voluntarily self-disclosed, fully cooperated, and 

timely and appropriately remediated the misconduct.

Another White Paper in this series will cover in greater detail 

various considerations in the self-disclosure analysis. If a com-

pany decides to self-disclose, it should do so as part of a com-

prehensive strategy for dealing with the relevant governmental 

authorities that would include cooperating with the authorities’ 

future requests, and also for other consequences that could 

flow from the self-disclosure (e.g., potential administrative pen-

alties and civil litigation).

PRIVILEGE AND DISCLOSURE/COOPERATION 
CONSIDERATIONS

Under some circumstances, disclosing information about an 

internal investigation may result in waiver of the privilege over 

the subject matter at issue. There may be reason to waive 
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privilege at the conclusion of an investigation—for example, 

when a company is indisputably the victim of criminal conduct 

or when a company is in settlement negotiations with a gov-

ernment agency and wishes to better position itself for coop-

eration credit through the disclosure of factual information 

that might otherwise be privileged. Companies should keep in 

mind, however, that a privilege waiver in response to a govern-

ment investigation may be interpreted as a waiver regarding 

the same subject matter in other legal proceedings—whether 

an investigation by another government agency, civil enforce-

ment action, or litigation by a private plaintiff.

Historically, DOJ and SEC considered a company’s willingness 

to waive privilege over investigation materials as one factor of 

cooperation credit to be considered in charging and penalty 

decisions.6 But under current DOJ guidance, prosecutors are 

prohibited from explicitly requesting the waiver of “core” attor-

ney-client or attorney work product materials, or from crediting 

corporations that do waive privilege with respect to that type 

of information.7 The SEC Enforcement Manual similarly discour-

ages any explicit requests for a privilege waiver.8 

As with disclosure more generally, companies and their coun-

sel should undertake a fact-specific evaluation as to the risks 

and benefits of disclosing privileged attorney-client commu-

nications and work product created throughout the course of 

an investigation. 

CONCLUSION

While the precise steps and scope of an internal corporate 

investigation will depend on the specific facts and circum-

stances presented, it will almost always be necessary to 

respond quickly to allegations of misconduct, craft a thorough 

and precise work plan, identify and address legal issues spe-

cific to any relevant non-U.S. jurisdictions, take steps to main-

tain privilege by involving counsel from the outset, and quickly 

preserve documents for potential collection. These steps, in 

combination with effective witness interviews, any appropri-

ate remediation, and a documentary record that sufficiently 

memorializes the corporate response to the allegations, will 

best position the company with respect to any future legal 

action and reinforce the company’s commitment to ethical and 

lawful conduct. 
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ENDNOTES

1 https://www.jonesday.com/en/insights/2022/09/doj-announces-major-changes-to-corporate-criminal-enforcement-policies.

2 An initial step in the investigation of a whistleblower complaint is ordinarily to seek to engage with, and obtain additional information from, the 
whistleblower (e.g., any relevant documents in the whistleblower’s possession and/or information the whistleblower would share in an interview).

3 It should be noted that, in recent years, as whistleblower rewards have become larger and more prominent (and an industry of private law firms 
representing anonymous whistleblowers emerged), a flood of corporate misconduct allegations have been sent directly to regulators, at times 
bypassing internal corporate reporting mechanisms altogether. For example, since 2020, the SEC has reported a significant increase in whistle-
blower tips compared to prior years. In its 2021 Annual Report to Congress regarding the SEC whistleblower program, the SEC disclosed that 
it received more than 12,200 whistleblower tips in fiscal year 2021—the largest number of tips received by the agency in any given year.  This 
also represents a 76% increase from the number of tips that the SEC received in 2020. Whistleblower tips specifically related to the Foreign 
Corrupt Practices Act (“FCPA”) also increased in 2021 with 258 FCPA-related tips in fiscal year 2021, a 24% increase compared to 2020 and 
the highest number of tips that the SEC has received in any given year.  2021 Annual Report to Congress, Whistleblower Program, SEC (2021), 
https://www.sec.gov/files/owb-2021-annual-report.pdf. The SEC reports on significant rewards, issuing millions to individual whistleblowers from 
settlements. See, e.g. SEC Press Release, SEC Issues More than $17 Million Award to a Whistleblower (July 19, 2022), https://www.sec.gov/news/
press-release/2022-125.  

4 In June 2020, for example, DOJ published an update to its guidance addressing the “Evaluation of Corporate Compliance Programs,” which 
includes a number of considerations for prosecutors making charging decisions; such as, what steps the company took to ensure that the inves-
tigation was independent, objective, appropriately conducted, and properly documented. This guidance has been under further review since 
2021 as the new administration seeks to streamline and clarify the “metrics” for evaluating the effectiveness of corporate compliance programs.  
See Monaco Memorandum (Sept. 15, 2022, https://www.justice.gov/opa/speech/file/1535301/download. 

5 See Monaco Memorandum, September 15, 2022, p. 11, available at https://www.justice.gov/opa/speech/file/1535301/download.

6 See, e.g. Memorandum from Eric H. Holder, Deputy Att’y Gen., U.S.Dept. of Justice, to All Component Heads and United States Attorneys, (June 16, 
1999) (DOJ would consider a company’s “willingness to cooperate in the investigation of its agents, including, if necessary, the waiver of the cor-
porate attorney-client and work product privileges.”); Securities and Exchange Commission, Report of Investigation Pursuant to Section 21(a) of 
the Securities Exchange Act of 1934 and Commission Statement on the Relationship of Cooperation to Agency Enforcement Decisions, Release 
No. 44969 (Oct. 23, 2001); Memorandum from Paul J. McNulty, Deputy Att’y Gen., U.S. Dept. of Justice, to Heads of Department Components, 
United States Attorneys (Dec. 12, 2006) (DOJ attorneys could request a waiver only when there was a legitimate need for the privileged 
information).

7 Memorandum from Deputy Att’y Gen., U.S. Dept. of Justice, to Heads of Department Components, United States Attorneys (Aug. 28, 2008).

8 SEC Enforcement Manual, http://sec.gov/divisions/enforce/enforcementmanual.pdf. 
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